
Tech Thursdays:
Safety

Presenter:  Lauren Dowden



Topics:
● 1.Scam emails
● 2.Unwanted emails
● 3.Tech support scams
● 4.Security devices
● 5.Tips



Where to find 
new apps

Google Play Store



Where to find your 
apps

Swipe up from the 
bottom of your 
screen



Extortion Emails

Signs:

● Threatening
● Personal 

Information is 
used
○ birthday
○ password
○ address



Extortion Scam Emails

AARP Fraud 
Helpline

877-908-3360



Phishing Emails

Signs:

● Generic greeting
● Vague message
● “From” address isn’t 

familiar
● Poorly worded



Phishing Emails



Phishing Emails



Mark as Spam
Email App

● Open email
● Click 3 dots by 

More



Mark as Spam
Android Email App

Click Mark as Spam



Mark as Spam
Email App

● Open email
● Click 3 dots by 

More



Mark as Spam
Gmail App

● Open email
● Click 3 dots by 

More
● Click Report 

Spam



Phishing Emails

● Do not click on any links
● Delete
● Call the real “sender”



Text Scams

Not the website 
I use to check my 
card information



Unsubscribe from Email-Email App

● Scroll to bottom
● Click Unsubscribe



Security Doorbells-Brands

● Ring owned by Amazon
● Blink owned by Amazon
● Nest owned by Google



Security Doorbells



Q & A


